Information technology — Security techniques — Code of practice for information security controls

TECHNICAL CORRIGENDUM 1

Technologies de l'information — Techniques de sécurité — Code de bonne pratique pour le management de la sécurité de l'information

RECTIFICATIF TECHNIQUE 1

Technical Corrigendum 1 to ISO/IEC 27002:2013 was prepared by Joint Technical Committee ISO/IEC JTC 1, Information technology, Subcommittee SC 27, IT Security techniques
Technical corrigendum 1

Technical Corrigendum 1 to ISO/IEC 27002:2013 was prepared by Joint Technical Committee ISO/IEC JTC 1, Information technology, Subcommittee SC 27, Security techniques.

Page 10, Subclause 7.1.2

Replace

Implementation Guidance

... c) responsibilities for the classification of information and management of organizational assets associated with information, information processing facilities and information services handled by the employee or contractor (see Clause 8)

with

Implementation Guidance

... c) responsibilities for the classification of information and management of organizational information, other assets associated with information, information processing facilities and information services handled by the employee or contractor (see Clause 8)

Page 13, Subclause 8.1.1

Replace

Control

Assets associated with information and information processing facilities should be identified and an inventory of these assets should be drawn up and maintained.

with

Control

Information, other assets associated with information and information processing facilities should be identified and an inventory of these assets should be drawn up and maintained.
Page 14, Subclause 8.1.3

Replace

Implementation Guidance

Employees and external party users using or having access to the organization's assets should be made aware of the information security requirements of the organization's assets associated with information and information processing facilities and resources.

with

Implementation Guidance

Employees and external party users using or having access to the organization's assets should be made aware of the information security requirements of the organization’s information, other assets associated with information and information processing facilities and resources.